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This deliverable provides the first version of the FLAME Replication process document. This document 
aims to present guidelines and recommendations for the replication of the FLAME platform in future 
Smart Cities. This initial version focuses on the experiences of Bristol (as the FLAME departure city) and 
Barcelona (as the first replicator). In addition to the general recommendations, some initial guidelines 
about the FLAME implementation in Bristol and Barcelona are provided as an example for future 
replicator cities. This document is directly linked with the work performed in WP4 (FLAME platform 
development and implementation) and includes some of the initial outcomes of WP2 about 
sustainability, governance and exploitation.  
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EXECUTIVE SUMMARY 

This document provides a set of best practices, technical descriptions and guidelines that aim to ease 
replication of a FLAME-capable infrastructure. The descriptions and guidelines are based on the 
current status of a production environments (Bristol) as well as integration plans, preliminary testing 
and deployment results for the Barcelona infrastructure. Further, suggestions and recommendations 
also aim to reach beyond the scope of the Bristol and Barcelona deployments, e.g. even larger 
deployments and the use of other communication technologies. The deliverable also gives insights on 
initial evaluations and performance measurements carried out in the Bristol and Barcelona 
deployments, as the experience gathered in these evaluations might serve as orientation to parties 
interested in replicating the FLAME architecture in their infrastructure. 
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1 INTRODUCTION 

The purpose of this document is to provide initial guidelines and recommendations that can be 
followed by potential replicators of the FLAME platform. To do so, the document will describe the 
deployment and replication work performed in Bristol and Barcelona as two different examples on 
how a city infrastructure can be integrated with the FLAME platform. Note that at the time of this 
writing, the alpha FLAME platform is in the final stage of development (the release is planned for 
February 2018) and, thus, Bristol and Barcelona are still working on the integration of the 
infrastructure. Furthermore, the installation of the city deployment in Barcelona is planned to happen 
in the first half of 2018. Thus, the following document includes the initial guidelines for replication, 
technical details about the current integration plans in both cities and some preliminary testing and 
deployment results. This deliverable focusses on the city of Bristol as the FLAME city infrastructure 
initiator. The second version of the document, at the end of the project, will include updated details 
of the experiences in Bristol, the replication in Barcelona and also the insights, expertise and learnings 
of the rest of replicator cities.  
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1 REPLICATION PROCESS – BUSINESS PERSPECTIVE  

The intention of Section 2 is to provide some general recommendations on the replication process 
from a business point of view, without going into the details of the technical implementation. These 
recommendations cover different aspects, such as regulations, timelines, financing and skill 
requirements that should be taken into account by interested cities or infrastructure deployments 
before replication.  

2.1 MINIMUM DEPLOYMENT EXPECTATIONS 

It is expected that the initial process taken on by replicators will focus on deployment of hardware 
within the physical city setting and the implementation of virtual resources. Bristol Is Open 
(BRISTOLOPEN) has specified the technical and operational factors that they consider in the 
deployment process for experimentations within their test-bed infrastructure. It is expected that 
similar considerations will need to be made when replicating the FLAME platform within other city 
settings. These include a variety of operational and technical considerations and the interaction 
between physical and technical challenges.  

Cities joining the FLAME project as replicators at the very least need to consider the factors below to 
be able to offer Experimentation as a Service (EaaS) and sustain the FLAME platform beyond the initial 
project. 

Stakeholder Participation 

FLAME replication cities will need to identify those stakeholders who are integral within their city for 
the implementation of the FLAME platform. It is expected that the main stakeholders will be the local 
citizens and government. Identifying the benefits of integrating the FLAME platform for these 
stakeholders will be crucial in the process of deploying the platform within the replication city. 

Within the two test-beds of FLAME, the ownership of the city assets (lampposts and street cabinets) 
where hardware is deployed belongs to the local governments. The expectation in replication cities is 
that approval will need to be sought from the local governments for hardware to be deployed on these 
assets. This will need to be coordinated with the local governments, i.e. approval for installation of 
nodes on lampposts or street cabinets with city maintenance managers or utilising their preferred 
contractors for installation. The local government will need to take into consideration the health and 
safety, public right of way, and cost of repairs. These factors may inhibit timelines of experimentation 
and should be considered in project planning.  

Within Bristol, the test-bed infrastructure also relies on the collaboration of local stakeholders, who 
host hardware; this includes the location of optical fibre access points at the science museum or 
business incubation sites. These relationships are crucial for maintaining the optical and Wi-Fi access 
points, and allowing engineers to troubleshoot issues with hardware. 

Financing  

A financial plan should be an initial consideration for FLAME replication to ensure self-financing beyond 
EU funding.  

Analysing the initial financial cost of replicating the FLAME platform within a city should identify the 
viability of integration and aid the procurement of crucial stakeholder interested in the project.  
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Identifying the initial set-up costs and running an analysis of the costs of sustaining the platform will 
identify the profitability of the platform to intended stakeholders against intended outputs for end-
users.   

To deploy the hardware and software initially required for the FLAME platform integration within a 
smart city test-bed environment will be a large upfront cost. Considerations should be made by 
replicators to the model of public private partnerships, as commercial technology companies may help 
in the provision of hardware and software, especially as the platform evolves over time and expands 
based on user demand. 

Regulatory and Admin 

Deployment of the FLAME platform will need to accommodate within their timeline of deployment 
their local and national regulatory guidelines. It is expected that the various replicator cities may have 
different governing stakeholders requiring different forms of regulatory and compliance from the 
FLAME replicator. We propose that replicator cities will need to consider the factors below on a 
national and local level when planning their deployment. These should be incorporated into the 
deployment timeline as soon as possible, as they may pose a challenge to the swift deployment of the 
FLAME platform.  

 Ethics & Security – Ensuring public safety in terms of physical environment and personal data 
security. These regulations will be put in place by the local governing body to protect the rights 
of their citizens. Ethical and security clearance will be needed if deploying cameras or 
microphones in public places and the deployment of hardware to be hosted in public spaces, 
i.e. active nodes.  

 Technical Hardware Licensing – In the UK, an RF license is required to deploy hardware that 
emits a radio frequency. The process of procuring such a license may vary across EU countries 
and cities but it is expected that this will need to be in place prior to the deployment of 
hardware. 

 Health and Safety – As hardware devices are likely to be deployed in public spaces it is expected 
that local governing body or commercial owners of these spaces will require the installer to 
comply with national and regional health and safety legislation. It is possible for the replicator 
city to leverage this process by contracting an installation specialist for hardware whom the 
local governing body are preferential to, as they will have health and safety training and 
understand the processes of the local government to ensure public safety.   

Health and safety legislation which would impede engineers to deploy hardware and access to 
lampposts themselves may require machinery. Bristol, to efficiently and safely deploy hardware, 
employs the local government’s contractors to carry this out. This should be considered for replication 
cities that may not have the skills required to install hardware at dangerous height or operate electrical 
equipment on the street. This option also provides minimal disruption to local citizens and considers 
methods to protect the public from installation. 

2.2 RECOMMENDATION OF DIFFERENT SCENARIOS 

Three types of scenarios can be distinguished depending on the capacities or willingness of replicators 
to invest on equipment and infrastructure. We refer to these as low, medium or high resources 
scenarios. As stated in [1] (Section 2.3.1), two kinds of infrastructure can be considered for FLAME: 1) 
a software-based, which offers high flexibility and lower cost, and 2) hardware-based, which requires 
dedicated hardware resources but can offer a higher performance. The software-based kinds of 




















































































